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Guidance for PSPs providing money remittance 

The FIN-FSA has identified significant shortcomings in compliance with 
the Act on the Act on Detecting and Preventing Money Laundering and 
Terrorist Financing (“AML Act”, 444/2017) by providers of money 
remittance. Key shortcomings were found in risk-based procedures, 
customer due diligence, the ongoing monitoring of customers and the 
obligation to obtain information and to report to the Financial 
Intelligence Unit. The purpose of this guidance is to highlight particular 
areas of focus for money remitters in their activities.1 

Risk-based procedures under the AML Act in customer due diligence 

The obliged entity’s risk assessment under the AML Act must be 
prepared in writing. In the risk assessment, a service provider providing 
money remittance must identify AML/CFT risks associated with its own 
activities and their management methods. The risk assessment must 
indicate who prepared the assessment and when it was last updated. 
Guidance on the contents and preparation of the risk assessment is 
available on the FIN-FSA’s website in the section on the obliged entity’s 
risk assessment2 

Assessment of risks associated with customer relationships 

Service providers providing money remittance must have adequate 
internal policies and procedures to assess risks pertaining to customer 
relationships and to assign customers into different risk categories. 
These must indicate the factors the risk categories are based on as well 
as the risk category to which a customer belongs to (e.g. low, normal or 
high).  
 
Service providers providing money remittance must examine and 
document the customer’s political influence (PEP status) in Finland and 
abroad at least when establishing a customer relationship and in 
connection with the regular updating of customer information.  The 
customer’s PEP status can be inquired for example by asking the 
customer. The matter must be documented in the money remittance 
system or elsewhere in the customer due diligence information. In 
accordance with the AML Act, a PEP customer belongs to the scope of 
enhanced customer due diligence and enhanced monitoring, and it also 
means that the customer is classified as a high-risk customer. 

 
1 This guidance applies to parties providing payment services without authorisation in accordance with 
section 7 of the Payment Institutions Act (297/2010) which only provide money remittance as referred to in 
section 1(2)(5) of said Act. 
2 Risk assessment - Prevention of money laundering and terrorist financing www.finanssivalvonta.fi/en 

https://www.finanssivalvonta.fi/en/prevention-of-money-laundering-and-terrorist-financing/riskiarvio/
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If a money remitter transfers its customers’ money remittances to high 
ML/TF countries specified by the European Commission, these 
customers fall within the scope of enhanced customer due diligence 
obligation.3 In practice, money remitters must monitor the current list 
and comply with it. In the Hawala type of activities, which are generally 
considered to involve a high risk of money laundering and terrorist 
financing, risk assessment should play a vital role.  

Customer due diligence information and retention thereof 

All documents and information concerning customer due diligence must 
be kept up to date and relevant. A verbal review of customer due 
diligence information without documentation is inadequate. 
In connection with updating customer due diligence information, one 
must bear in mind that previously collected customer due diligence 
information must also be retained. For example, a copy of the 
customer’s identity document obtained at the time of establishing the 
customer relationship must be retained even if a new copy of the 
customer’s current proof of identity were saved in the system.  
 
In copying the customer’s identity document, attention must be paid on 
ensuring that all information required by the AML Act are shown in the 
copy of the document. For example, if information on the issuer of the 
identity document is stated on the other side of the document, both 
sides of the document must be copied. If no copy is taken of the identity 
document, information under chapter 3, section 3 of the AML Act must 
be retained on the document used for identification. 
 
If the customer is a foreign person without a Finnish personal identity 
code, the customer's identity must be verified from a travel document. If 
the travel document does not state the foreign customer’s nationality, 
further clarifications of the customer’s nationality must be obtained. As 
regards foreign customers, information on the customer's nationality 
and on the travel document must be retained. 
 
If the entity does not use public registers to ascertain the accuracy of 
customer information, particular attention must be paid to the accuracy 
of manually input information. For example, the  spelling of the 
customer’s name in a money remittance system must be identical with 
the customer's identity document.4 
 
The verification of the source of the customer's funds must be 
documented carefully. If a customer’s order names family funds as the 
source of funds, the provider of money remittance must examine and 
document more carefully whose funds were sent and what their true 
source was. In addition, the service provider must assess the 

 
3 The Commission prepares and publishes a list of high AML/CFT risk countries EU policy on high-risk third 
risk countries EU policy on high-risk third countries | European Commission (europa.eu). 
4 In addition to the AML Act, provisions concerning the duty to identify the customer and verify identity are 
also laid down in the Funds Transfers Regulation. The firm must submit accurate information in connection 
with money remittance. 

https://ec.europa.eu/info/business-economy-euro/banking-and-finance/financial-supervision-and-risk-management/anti-money-laundering-and-countering-financing-terrorism/eu-policy-high-risk-third-countries_en


  For information   3 (4) 
       
  23.5.2022   
  BOF/FIN-FSA-UNRESTRICTED 
  Public   

    
     
 
 

FINANSSIVALVONTA  Snellmaninkatu 6, PL 103, 00101 Helsinki  Vaihde 09 183 51  finanssivalvonta.fi 
 

customer’s financial standing for example by inquiring the profession or 
payslip. 

Ongoing monitoring, obligation to obtain information and reporting obligation 

In ongoing monitoring, attention must be paid to customers’ unusual 
transactions, such as circumstances where a customer makes a money 
remittance to a new country or sends money in an exceptional manner 
to several persons. 
 
Service providers providing money remittance are obliged to report 
each individual payment or remittance that has a value of at least EUR 
1,000, whether carried out individually or in a number of linked 
operations (threshold report).5 This reporting obligation is based on a 
combined threshold concerning all payments or remittances, including 
those that are not suspicious. 
 
The threshold reports are made electronically to the Financial 
Intelligence Unit of the National Bureau of Investigation using a 
separate application accessible at https://ilmoitus.rahanpesu.fi/Home.  

Reporting obligation 

Providers of money remittance must report to the FIN-FSA annually by 
28 February information on AML/CFT risks and management methods 
(RA survey). The reporting section of the FIN-FSA website contains 
more detailed instructions on reporting and its technical implementation 
Reporting - www.finanssivalvonta.fi. The FIN-FSA would like to remind 
that reports of the total volume of payment transaction (ML) and fraud 
information (MF) have been replaced by the MAPE survey to be 
submitted to the Bank of Finland. For further information on the survey, 
you can contact the Bank of Finland 
 
In addition to reporting, entities are obliged to notify material changes in 
their activities. Besides actual operational changes, also changes of 
contact details and changes affecting fit&proper notifications submitted 
to the FIN-FSA must be notified. In the event of changes in personnel 
participating in the management or conduct of the firm’s business 
(members and deputy members of the board of directors, managing 
director, other executive management), a new fit&proper notification 
must be submitted. 
 
Electronically signed 
 
FINANCIAL SUPERVISORY AUTHORITY 
 
 
 

 
5 In the FIN-FSA’s view, payments and remittances can be considered to be linked when, for example, 
payments are made to the same recipient within a few days (payment recurs without four days from the 
previous remittance) and the basis of the payments is evidently similar.  

https://ilmoitus.rahanpesu.fi/Home
https://www.finanssivalvonta.fi/en/reporting/


  For information   4 (4) 
       
  23.5.2022   
  BOF/FIN-FSA-UNRESTRICTED 
  Public   

    
     
 
 

FINANSSIVALVONTA  Snellmaninkatu 6, PL 103, 00101 Helsinki  Vaihde 09 183 51  finanssivalvonta.fi 
 

Pekka Vasara Niina Rossi 
Head of Division   Risk 
Specialist 
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