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Privacy Statement of the Financial Supervisory Authority’s Stakeholder 
Register 

This Privacy Statement describes, in accordance with the the General 
Data Protection Regulation (EU) 2016/679, how the Financial Supervi-
sory Authority (FIN-FSA) processes the personal data of data subjects 
stored in this personal data file system, and the rights of the data sub-
jects. 

1 Name of the personal data file system 

Financial Supervision Authority’s Stakeholder Register 

2 Name and contact details of controller and contact details of data protection officer 

Financial Supervisory Authority 
Business ID: 0202248-1 
PO Box 160 
00101 Helsinki 
 
Contact details of the person responsible for the personal data file 
system: 
Head of Communications, Financial Supervisory Authority 
Email: finanssivalvonta(at)finanssivalvonta.fi 
Tel. +358 9 183 51 
 
Contact details of the data protection officer: 
Email: tietosuojavastaava@bof.fi 
Tel: +358 9 183 31 (switch) 

3 Purpose of the processing of personal data and the legal basis for the processing 

Rekisterin tietoja ei käytetä automaattiseen päätöksentekoon. The reg-
ister stores the personal data of the FIN-FSA’s stakeholders, such as 
representatives of authorities, organisations and companies, in order to 
facilitate the FIN-FSA’s stakeholder work. Stakeholder work includes, 
for example, events, newsletters and stakeholder surveys.  
 
The basis for the processing of personal data is compliance with the 
statutory obligation of the controller. Fulfilment of the obligations for 
transparency and cooperation pursuant to section 20 of the Act on the 
Openness of Government Activities (621/1999) and section 3 of the Act 
on the Financial Supervisory Authority (878/2008) requires the pro-
cessing of personal data. In addition, processing is necessary to per-
form tasks in the public interest, as one of the objectives of stakeholder 
work is to gather information and feedback in order to develop the su-
pervisory work of the FIN-FSA.  
 
With regard to the information provided by data subjects, the consent of 
the data subjects is also a basis for processing. 2 (3) 30 August 2021 
The information in the register is not used in automated decisionmaking.  
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4 Categories of data subjects and categories of personal data, and data sources  

The register contains persons belonging to the FIN-FSA’s stakeholders. 
The categories of personal data to be stored are the name, title, email 
address, organisation and telephone number of the data subject as well 
as communication with the data subjects.   
 
The FIN-FSA’s controller requests departments to submit relevant 
stakeholder representatives to FIN-FSA Communications for the 
purpose of compiling the register. In addition, information is collected 
from public sources on the websites of stakeholder organisations. The 
FIN-FSA also collects information via online forms when the FIN-FSA 
receives, for example, event registrations or newsletter subscriptions. 
The register is stored in the workspace of the FIN-FSA. 

5 Recipients or categories of recipients of the personal data  

The FIN-FSA discloses personal data to subcontractors used in stake-
holder work. 

6 Notification of possible transfer of personal data to a third country or an international or-
ganisation  

Data are not transferred outside the EU or the EEA or to international 
organisations.  

7 Period for which the personal data will be stored or the criteria used to determine that pe-
riod  

The FIN-FSA’s stakeholder work is continuous, so there is a constant 
need for the stakeholder register. We review the stakeholder register 
annually and remove outdated information. Personal data are also de-
leted on request if a person in the register wishes his or her data to be 
deleted. 

8 General description of technical and organisational security measures  

In order to protect personal data against unauthorised access, disclo-
sure, destruction or other unlawful processing, appropriate technical 
and organisational security measures are used, taking potential risks 
into consideration. These measures include the use of secure equip-
ment premises as well as administrative and technical information secu-
rity solutions.  

9 Rights of data subjects  

The data subjects in the register have the right:  
 to request from the controller access to personal data concern-

ing them and the right to request that such data be corrected or 
erased or for processing to be restricted.  

 to withdraw consent at any time, without affecting the lawfulness 
of processing based on consent before its withdrawal.  
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 to lodge a complaint about the processing of personal data with 
the supervisory authority. 

10 Statutory or contractual requirement to provide information and consequences of failure 
to provide such information  

If a person belonging to a stakeholder does not provide his or her con-
tact information or it cannot be found publicly, the FIN-FSA is unable to 
target that person in its stakeholder work. 


